COMMENTS OF
THE COMPUTER & COMMUNICATIONS INDUSTRY ASSOCIATION (CCIA)

Pursuant to the request for comments published by the U.S. Department of Commerce in the Federal Register at 84 Fed. Reg. 32,861 (July 10, 2019), the Computer & Communications Industry Association (CCIA) submits the following comments regarding the preparation of the Report on the State of Counterfeit and Pirated Goods Trafficking. 1 CCIA represents technology products and services providers of all sizes, including computer hardware and software, electronic commerce, social media, telecommunications and Internet products and services. CCIA members employ more than 750,000 workers and generate annual revenues in excess of $540 billion.

I. Introduction

The Internet has revolutionized the retail industry. 2 The share of e-commerce to retail sales continues to rise each year. 3 Retailers are increasingly digital, and are able to utilize Internet services to connect users and firms to new customers around the world. The Internet also empowers small businesses to reach new markets and even individual users to sell or resell goods. Research conducted by eBay shows that 97 percent of eBay-enabled small businesses export abroad, compared to only 1 percent of traditional businesses. 4 This is widespread, with 61
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1 A list of CCIA members is available at https://www.ccianet.org/members.
2 eBay, Issues: Global Trade, https://www.ebaymainstreet.com/issues/global-trade (last visited July 29, 2019) (“Global platform-based marketplaces, online payment services, and affordable and efficient delivery solutions have all dramatically reduced the cost of distance and have made global trade a reality for businesses traditionally excluded from such activity. This model of trade is highly inclusive, and is empowering small businesses – both rural and urban – to connect with customers all over the world.”). See also Shawn Xu, How Pinterest Thinks About International Expansion, MEDIUM (Jan. 25, 2018), https://medium.com/@shawnxu/how-pinterest-thinks-about-international-expansion-113178bfe9bd.
percent of these small sellers reaching customers on four or more continents.\(^5\) Online services also offer tools to sellers and brand owners to better utilize the Internet to grow their brand and maximize value from using these services.\(^6\) Indeed, data collected through the Future of Business Survey, a project between Facebook, the Organisation for Economic Cooperation and Development (OECD), and the World Bank, shows how social media platforms enable exports.\(^7\)

These interactions are not possible without user trust in online services. Internet companies across the spectrum devote significant resources to maintaining trust in online purchases. Combating counterfeit and pirated goods online is central to these efforts. The outcomes of the Administration’s study of this issue could help ensure that online sales are trusted environments, and that digital e-commerce can continue to grow and benefit sellers of all sizes.\(^8\)

II. Current Practices to Address Counterfeits Online

Firms across the Internet industry take the challenge of addressing the sale of counterfeit and pirated goods online seriously. These firms have invested heavily in programs to address this challenge and enforce company policies against counterfeits and pirated goods. Online services also engage with rights holders and brand owners extensively and have established programs that encourage information sharing between stakeholders that allow online services to identify and remove counterfeit and pirated goods from their platforms. A collaborative approach that continues to bring together brand owners, online services, and policymakers will

\(^5\) Id.


\(^7\) The Survey data was collected through businesses’ responses regarding their interactions on Facebook and perspectives on trade issues that affect their ability to export. The data shows that businesses, particularly small businesses, utilizing online platforms have a higher propensity to engage in international trade than traditional firms. 6.75 percent of U.S. small and medium-sized businesses (SMBs) on Facebook engage in international trade, compared to 4.33 percent of SMBs not on Facebook. OECD, Future of Business Survey, http://www.oecd.org/sdd/business-stats/the-future-of-business-survey.htm (last visited July 29, 2019).

make these efforts most effective. It is encouraging that the Presidential Memorandum recognizes this.\textsuperscript{9}

As the Presidential Memorandum sets out, the Report should take stock of “existing policies, procedures, or best practices” that have been “effective in curbing the importation and sale of counterfeit and pirated goods, including those converted through online marketplaces.”\textsuperscript{10}

Existing measures taken by online e-commerce platforms include the following:\textsuperscript{11}

- **Brand registration programs.** E-commerce-focused firms allow trademark or brand owners to voluntarily enroll in brand registration programs, which allow the service to better utilize automated tools to identify and remove confirmed counterfeit products.\textsuperscript{12} Through enrollment, the owners provide relevant information to the service about their products that better enables the service to proactively address counterfeits.

- **Simplified notice and removal procedures.** Online services have worked to make their reporting processes as efficient and easy as possible to facilitate swift removal of content that violates company policy. Companies comply with requisite obligations under current law regarding trademarks and content protected by U.S. copyright law,\textsuperscript{13} and many online services exceed these obligations with online tools providing verified rightsholders priority access to tools for expeditiously flagging and removing potentially infringing products.\textsuperscript{14}

- **Collaboration with brand owners.** Online services work with brand owners and rightsholders through expanded programs that build upon tools like brand registration.


\textsuperscript{10} Id.

\textsuperscript{11} This is an illustrative list and does not purport to identify all tools and programs utilized by Internet and e-commerce services. Nor does it suggest that all services utilize every practice listed. Business models of all online services vary greatly across platforms.


For example, some programs grant more control to trusted and verified brand owners regarding the identification and removal of counterfeit goods.\textsuperscript{15} Tools like “product serialization” have also recently been introduced, which allow manufacturers to attribute a unique code to each product which is then verified by the online marketplace intermediary to confirm authenticity.\textsuperscript{16}

- **Transparency reports and information sharing.** Some services release reports regularly that detail removals on counterfeits, in addition to takedowns related to copyright and trademark claims.\textsuperscript{17}

- **Trust and certification programs.** Some services utilize certification and other indicator schemes that indicate to a user whether a seller has a history of customer satisfaction and complying with online services’ policies.\textsuperscript{18} Consumer reviews are also widely used.

- **Other collaborative proactive measures.** In enforcing their strict prohibitions against counterfeiting, in many cases platforms will take more extensive action than merely removing content that is specifically reported to them, and many are exploring ways to remove additional suspected counterfeit content on a proactive basis.

- **User education.** Online services provide information to users regarding counterfeits and intellectual property to help them avoid posting or sharing content that violates terms of service.\textsuperscript{19} Online services also encourage law enforcement agencies, rights owners, and


\textsuperscript{19} This includes notification of repeat infringer policies. See Facebook & IP Protection, supra note 6 at 5.
consumer protection organizations to directly educate users by creating participant profile pages and public service campaigns.

- **Coordination with Law Enforcement.** Many online services closely coordinate with domestic and international law enforcement agencies to better identify bad actors and to prevent illegal or infringing practices.

The tools listed above are often accompanied by processes to address abuse, as well as appeals procedure for sellers and users to register complaints and contest removals. Not all tools will be effective or relevant for all online services; there should be flexibility to develop appropriate measures targeted to the issues or problem observed as business models of online services vary greatly across platforms.

### III. Recommendations

As the Administration considers possible recommendations for action to further address the sale of counterfeits and pirated goods online, CCIA encourages the relevant agencies to take into account all of the existing work and vigorous attention to this issue, as illustrated by the previous section, and that any policy efforts prioritize risks to health or safety. CCIA also urges consideration of the impact that a number of mandated requirements would have on smaller platforms. While leading services have built out substantial programs, mandating that these practices be adopted by all online platforms would have significant consequences for smaller competitors. CCIA also notes challenges for other kinds of platforms, such as where services facilitate free expression in addition to commerce. Further, in order to maintain and build out the programs and practices listed in the previous section, existing liability regimes must be maintained under U.S. law.\(^1\)

Recommendations for further work might include better facilitation of information sharing between enforcement agencies including the Customs and Border Protection (CBP) and services to combat counterfeits. As pointed out in a GAO report, “restrictions on CBP’s information sharing limit the ability of rights holders and e-commerce websites to protect IPR”.\(^2\)

Information regarding packages seized for counterfeits by CBP could be shared with relevant e-
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commerce firms to better track and identify similar shipments in the future. On small shipments, a cohesive data tracking system could help identify counterfeits for all packages shipped to United States.22

IV. Clarification Requested in the Federal Register Notice

First, Commerce should offer clarity regarding some definitions set out the Presidential Memorandum. The definition of “online third-party marketplace” in Section 3(c) of the Memorandum (and cited in the Federal Register notice) could be misconstrued to include Internet infrastructure and other services that are outside the Administration’s intent in preparing this Report. The Memorandum includes “online third-party marketplaces” in the definition of “third party intermediaries” (in addition to carriers, customs brokers, payment providers and vendors). Section 3(d). “Online third-party marketplace” is then defined to include “any web-based platform that includes features primarily designed for arranging the sale, purchase, payment, or shipping of goods, or that enables sellers not directly affiliated with an operator of such platforms to sell physical goods to consumers located in the United States” [emphasis added]. Section 3(c). The latter clause of 3(c) could be construed to include any and all components in the Internet infrastructure stack (i.e., a broadband provider or any general inquiry search engine) that enable transactions of physical goods in some attenuated fashion. This appears to be outside the scope of the consultation, as the Memorandum appears to focus on services that have a more direct relationship to online commerce such as carriers, customs brokers, payment providers, etc. The Federal Register notice contemplates recommendations to be made pursuant to the Report to include greater cooperation with brand owners, and targeted to the services that are in the best place to work with rights holders. As such, the definitions need revision and clarification.

With regard to the policies labeled by Commerce as “best practices” in the notice, CCIA notes that a number of policies presented in the notice are already applied by prominent platforms. While CCIA supports industry adoption of the practices identified in the notice where capabilities permit, promulgating regulatory “best practices” guidance independent from the standard notice-and-comment process would present procedural concerns. In addition, absent
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industry input regulators frequently lack the requisite information about prevailing practices within industry and lack mechanisms to keep current on what best practices in industry currently are. As a result, regulatory codification of current best practices may have the unintended effect of fixing in time practices of 2019, whereas actual best practices in industry are likely to evolve as new strategies and technologies are developed to confront the challenge.

V. Conclusion

As the Administration prepares its report on the State of Counterfeit and Pirated Goods Trafficking and Recommendations, CCIA encourages policymakers to utilize this opportunity to foster further growth of the e-commerce market and encourage further collaboration from all stakeholders in the process.

July 29, 2019

Sincerely,
Rachael Stelly
Policy Counsel
Computer & Communications Industry Association
25 Massachusetts Avenue, NW
Suite 300C
Washington, DC 20001
(202) 783-0070